„Návrh“

**V Y H L Á Š K A**

**Národného bezpečnostného úradu**

z ... ,

**ktorou sa mení a dopĺňa vyhláška Národného bezpečnostného úradu č. 493/2022 Z. z.   
o audite kybernetickej bezpečnosti**

Národný bezpečnostný úrad podľa [§ 32 ods. 1](https://www.slov-lex.sk/pravne-predpisy/SK/ZZ/2018/69/20210801#paragraf-32.odsek-1.pismeno-d) písm. d) zákona č. 69/2018 Z. z. o kybernetickej bezpečnosti a o zmene a doplnení niektorých zákonov v znení zákona č. 287/2021 Z. z. a zákona č. .../2024 Z. z. ustanovuje:

**Čl. I**

Vyhláška Národného bezpečnostného úradu č. 493/2022 Z. z. o audite kybernetickej bezpečnosti sa mení a dopĺňa takto:

1. V § 1 ods. 1 prvej vete sa za slová „Auditom kybernetickej bezpečnosti“ vkladajú slová „alebo samohodnotením“ a v druhej vete sa za slovo „Auditom“ vkladajú slová „alebo samohodnotením“.
2. V § 1 ods. 2 sa na konci pripája táto veta:

„Samohodnotenie vykonáva manažér kybernetickej bezpečnosti podľa § 29 ods. 8 zákona.“.

1. V § 1 ods. 3 sa na konci pripája táto veta:

„Na vykonanie samohodnotenia manažér kybernetickej bezpečnosti spĺňa podmienky znalostného štandardu podľa osobitného predpisu.2a)“.

Poznámka pod čiarou k odkazu 2a znie:

„2a) Vyhláška Národného bezpečnostného úradu č. 492/2022 Z. z., ktorou sa ustanovujú znalostné štandardy v oblasti kybernetickej bezpečnosti.“.

1. V § 1 ods. 4 sa na konci pripája táto veta:

„Manažér kybernetickej bezpečnosti zodpovedá za pravdivé a úplné vyplnenie formulára samohodnotenia podľa prílohy č. 4 a zabezpečuje doručenie výsledku samohodnotenia úradu bezodkladne po jeho vykonaní.“.

1. V § 1 ods. 5 sa na konci pripája táto veta:

„Manažér kybernetickej bezpečnosti vypĺňa formulár samohodnotenia na základe aktuálneho stavu v prostredí prevádzkovateľa základnej služby pravdivo a tak, aby uvedené odpovede bolo možné v prípade potreby preveriť.“.

1. V § 1 ods. 6 sa za slovo „auditu“ vkladajú slová „alebo samohodnotenia“.
2. § 1 sa dopĺňa odsekom 8, ktorý znie:

„(8) Prevádzkovateľ základnej služby, ktorý nie je prevádzkovateľom kritickej základnej služby, vykonáva samohodnotenie prostredníctvom jednotného informačného systému kybernetickej bezpečnosti vyplnením formulára podľa prílohy č. 4.“.

1. § 2 sa dopĺňa odsekom 5, ktorý znie:

„(5) Výsledok samohodnotenia vyhodnocuje úrad.“.

1. V Prílohe č. 1 ôsmom bode sa slová „§ 20 ods. 5“ nahrádzajú slovami „§ 20 ods. 6“.
2. V Prílohe č. 2 písmeno B vrátane nadpisu znie:

„B URČENIE ČASOVÉHO INTERVALU AUDITU A SAMOHODNOTENIA

1. Audit sa vykonáva
2. každé dva roky, pričom audit sa musí začať do dvoch rokov od vydania záverečnej správy o výsledkoch auditu,
3. pri každej významnej zmene, najneskôr do dvoch mesiacov, odkedy má zmena významný vplyv na realizované bezpečnostné opatrenia,
4. každých šesť rokov u prevádzkovateľa základnej služby, ktorý nie je prevádzkovateľom kritickej základnej služby.
5. Samohodnotenie sa vykonáva každé dva roky, pričom v čase vykonania auditu podľa písmena c) sa samohodnotenie.
6. Významným vplyvom sa rozumie najmä
7. vplyv na prijatú klasifikáciu informácií a kategorizáciu sietí a informačných systémov,
8. zmena alebo výmena informačného systému a prevádzkových parametrov základnej služby,
9. zavedenie novej siete, nového informačného systému, od ktorých je závislá základná služba,
10. zavedenie novej technológie, od ktorej je závislá základná služba, alebo
11. zmena systémovej architektúry alebo sieťovej topológie.“.
12. Príloha č. 4 vrátane nadpisu znie:

SAMOSTATNÁ PRÍLOHA

**Čl. II**

Táto vyhláška nadobúda účinnosť ...

Roman Konečný, v. r.